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Abstract- Many times we hear the cases of bikes getting stolen from parking area or sometimes we forgot to remove the keys from bike by mistake. In these cases it is really difficult to get the bike back. This project is designed to solve this purpose. Main concept behind this project is of a bike security system using a password entered through keypad. This system turns on the Buzzer when wrong password is entered for 3 times. User can change this password anytime he/she wish using a keypad. It uses Microcontroller: This is the CPU (central processing unit) of our project. This project has GSM technology and Vehicle anti-theft system with vehicle ignition controlling technique. Whenever bike owner removes key from the ignition lock at that system is turned on. We have provided vibration sensor with this project, which is similar to piezoelectric sensor. When vibrations are detected, SMS is sent to the owner of the bike. When car owner sends back SMS to project then the engine is stopped. We have provided a Relay and a DC motor to show the demo of vehicle engine controlling system.
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I. INTRODUCTION

In this system we place the chip in ignition system of the bike. Main concept behind this project is of a bike security system using a password entered through keypad. This project has GSM technology and Vehicle anti-theft system with vehicle ignition controlling technique.

II. EXISTING SYSTEM

The removal of a vehicle that the owner or operator has left unattended with the keys visibly present, sometimes idling. Alternatively, some bikes offered for sale are stolen during a 'test drive'. A 'test drive' may also provide a potential thief with insight into where the vehicle keys are stored, so that the thief may return later to steal the vehicle. Illegal acquisition of a vehicle from a seller through fraudulent transfer of funds that the seller will ultimately not receive (such as by identity theft or the use of a counterfeit cashier's check), or through the use of a loan obtained under false pretenses. Refers to the taking of a vehicle by force or threat of force from its owner or operator. In most places, this is the most serious form of theft, since assault also occurs. In some carjacking's, the operators and passengers are forced from the vehicle while the thief drives it away him/herself, while in other incidents, the operator and/or passenger(s) are forced to remain in the vehicle as hostages. Some less common carjacking’s result in the operator being forced to drive the assailant in accordance with the assailant's demands.

III. PROPOSED SYSTEM

This proposed system is designed to solve this purpose. Main concept behind this project is of a bike security system using a password entered through keypad. This project has GSM technology and Vehicle anti-theft system with vehicle ignition controlling technique. We have provided vibration sensor with this project, which is similar to piezoelectric sensor. When vibrations are detected, SMS is sent to the owner of the vehicle. When vehicle owner sends back sms to project then the engine is stopped. Thus this proposed system is used to prevent the bike theft and identified the location of the vehicle.

IV. CIRCUIT DIAGRAM

![Circuit Diagram](image)

V. HARDWARE DESCRIPTION

5.1 MICROCONTROLLER

Microcontroller PIC16F877A is one of the PIC Micro Family microcontroller which is popular at this moment, start from beginner until all professionals. Because it is very easy using PIC16F877A and use FLASH
Many vehicles stolen via fraud are resold quickly thereafter. The superiority this RISC Microcontroller compared to other microcontroller 8-bit especially at a compression. PIC16F877A have 40 pin by 33 path of I/O.PIC16F877A perfectly fits many uses, from automotive industries and controlling home appliances to industrial instruments, remote sensors, electrical door locks and safety devices. It is also ideal for smart cards as well as for battery supplied devices because of its low consumption. EEPROM memory makes it easier to apply microcontrollers to devices where permanent storage of various parameters is needed (codes for transmitters, motor speed, receiver frequencies, etc.). Low cost, low consumption, easy handling and flexibility make PIC16F877A applicable even in areas where microcontrollers had not previously been considered (example: timer functions, interface replacement in larger systems, coprocessor applications, etc.). In System Programmability of this chip (along with using only two pins in data transfer) makes possible the flexibility of a product, after assembling and testing have been completed.

5.1.1 ARCHITECTURE OF 16F877A

5.1.2 MEMORY ORGANIZATION

There are two memory blocks in Memory. Program memory and Data memory. Each block has its own bus, so that access to each block can occur during the same oscillator cycle. The data memory can further be broken down into General Purpose RAM and the Special Function Registers (SFRs). The operations of the SFRs that control the “core” are described here. The SFRs used to control the peripheral modules are described in the section discussing each individual peripheral module.

5.1.3 CIRCUIT DIAGRAM

5.2 POWER SUPPLY

The ac voltage, typically 220V, is connected to a transformer, which steps that ac voltage down to the level of the desired dc output. A diode rectifier then provides a full-wave rectified voltage that is initially filtered by a simple capacitor filter to produce a dc voltage. This resulting dc voltage usually has some ripple or ac voltage variation.

5.3 GSM MODEM

A GSM modem is a wireless modem that works with a GSM wireless network. A wireless modem behaves like a dial-up modem. The main difference between them is that a dial-up modem sends and receives data through a fixed telephone line while a wireless modem sends and receives data through radio waves. A GSM modem can be an external device or a PC Card / PCMCIA Card. Typically, an external GSM modem is connected to a computer through a serial cable or a USB cable. A GSM modem in the form of a like a GSM mobile phone, a GSM modem requires a SIM card from a wireless carrier in order to operate. As mentioned in earlier sections of this SMS tutorial, computers use AT commands to control modems. Both GSM modems and dial-up modems support a common set of standard AT commands. You can use a GSM modem just like a dial-up modem. In addition to the standard AT commands, GSM modems support an extended set of AT commands. These extended AT commands are defined in the GSM standards. With the extended AT commands, you can do things like

- Reading, writing and deleting SMS messages.
- Sending SMS messages.
- Monitoring the signal strength.
- Monitoring the charging status and charge level of the battery.
- Reading, writing and searching phone book entries.
The number of SMS messages that can be processed by a GSM modem per minute is very low -- only about six to ten SMS messages per minute.

5.4 SMS

SMS stands for Short Message Service. It is a technology that enables the sending and receiving of messages between mobile phones. SMS first appeared in Europe in 1992. It was included in the GSM (Global System for Mobile Communications) standards right at the beginning. Later it was ported to wireless technologies like CDMA and TDMA. The GSM and SMS standards were originally developed by ETSI. ETSI Partnership Project) is responsible for the development and maintenance of the GSM and SMS standards.

As suggested by the name "Short Message Service", the data that can be held by an SMS message is very limited. One SMS message can contain at most 140 bytes (1120 bits) of data, so one SMS message can contain up to:

- 160 characters if 7-bit character encoding is used. (7-bit character encoding is suitable for encoding Latin characters like English alphabets.)
- 70 characters if 16-bit Unicode UCS2 character encoding is used. (SMS text messages containing non-Latin characters like Chinese characters should use 16-bit character encoding.)

SMS text messaging supports languages internationally. It works fine with all languages supported by Unicode, including Arabic, Chinese, Japanese and Korean. Besides text, SMS messages can also carry binary data. It is possible to send ringtones, pictures, operator logos, wallpapers, animations, business cards (e.g. VCards) and WAP configurations to a mobile phone with SMS messages. One major advantage of SMS is that it is supported by 100% GSM mobile phones. Almost all subscription plans provided by wireless carriers include inexpensive SMS messaging service. Unlike SMS, mobile technologies such as WAP and mobile Java are not supported on many old mobile phone models.

5.4.1 Concatenated SMS Messages / Long SMS Messages

One drawback of the SMS technology is that one SMS message can only carry a very limited amount of data. To overcome this drawback, an extension called concatenated SMS (also known as long SMS) was developed. A concatenated SMS text message can contain more than 160 English characters. Concatenated SMS works like this: The sender's mobile phone breaks down a long message into smaller parts and sends each of them as a single SMS message. When these SMS messages reach the destination, the recipient mobile phone will combine them back to one long message.

5.4.2 EMS (Enhanced Messaging Service)

Besides the data size limitation, SMS has another major drawback -- an SMS message cannot include rich-media content such as pictures, is the abbreviation for European Telecommunications Standards Institute. Now the 3GPP(Third Generation animations and melodies. EMS (Enhanced Messaging Service) was developed in response to this. It is an application-level extension of SMS. An EMS message can include pictures, animations and melodies. Also, the formatting of the text inside an EMS message is changeable. For example, the message sender can specify whether the text in an EMS message should be displayed in bold or italic, with a large font or a small font.

The drawback of EMS is that it is less widely supported than SMS on wireless devices. Also, many EMS-enabled wireless devices only support a subset of the features defined in the EMS specification. A certain EMS feature may be supported on one wireless device but not on the other.

VI. SOFTWARE DESCRIPTION

Software in the embedded system is implanted with either assembly language or any high level language. Nowadays C and C++ has been the choice but language for the embedded software for the following reasons.

- C and C++ are machine independent language, so the programmer can concentrate only on the algorithms.
- C has the ability for direct hardware control and it can be interfaced to run any mechanical machine.

Any source code written in C and C++ or assembly must be converted into an executable image that can be loaded onto an EEPROM chip. The process of converting the source code representation of embedded software into an executable image involves three distinct steps and the system or computer on which these processes are executed is called host computer. There are some differences between conventional programming and embedded programming. Even if the processor architecture is the same, the I/O interfaces or sensors or activators may differ. Second, there is a difference in the development and debugging of applications. The Embedded system software comprise of building program that will run on the host. These tools are called Native tools. Some of them are
6.1.1 Cross-Compilers

The compiler that runs on the host system and produces the binary instructions that will be understood by the target microprocessor is called Cross-Compiler.

6.1.2 Cross-Assembler

A Cross assembler is the assembler that produces binary instruction.

6.1.3 Linker/Locator

Linker/Locator links all the object files produced by the cross compiler and assembler. The loader finds memory into load the program from the disk into the memory and may then do various other processing before starting the program.

VII. SOFTWARE SPECIFICATION

7.1 FRONT END

7.1.1 Zigbee Protocol Uses

ZigBee builds upon the physical layer and medium access control defined in for low-rate WPANs. The specification goes on to complete the standard by adding four main components: network layer, application layer, ZigBee device objects (ZDOs) and manufacturer-defined application objects which allow for customization and favor total integration. Besides adding two high-level network layers to the underlying structure, the most significant improvement is the introduction of ZDOs. These are responsible for a number of tasks, which include keeping of device roles, management of requests to join a network, device discovery and security. ZigBee is not intended to support power line networking but to interface with it at least for smart metering and smart appliance purposes. ZigBee protocols are intended for embedded applications requiring low data rates and low power consumption. The resulting network will use very small amounts of power — individual devices must have a battery life of at least two years to pass ZigBee certification.

7.2 BACK END

7.2.1 Embedded C

Embedded systems have become increasing digital with a non-digital peripheral (analog power) and therefore both Hardware and software coding signs are relevant. Most embedded control product must special requirement, cost effectiveness, low power, small-footprint and a high level of system integration. Typically, most embedded control systems are control system, that are designed around an MCU, which integrates on-chip program memory, data memory (RAM) and various peripheral functions, such as timer and serial communication. In addition, these systems usually require analog/interface devices, serial EEPROM display driver’s keypads or small displays.

VIII. PCB DESIGN

8.1 INTRODUCTION

Printed circuit boards, or PCBs, form the core of electronic equipment domestic and industrial. Some of the areas where PCBs are intensively used are computers, process control, telecommunications and instrumentation.

8.2 MANUFACTURING

The manufacturing process consists of two methods; print and etch, and print, plate and etch. The single sided PCBs are usually made using the print and etch method. The double sided plate through – hole (PTH) boards are made by the print plate and etch method. The production of multi-layer boards uses both the methods. The inner layers are printed and etch while the outer layers are produced by print, plate and etch after pressing the inner layers.

8.3 SOFTWARE

The software used in our project to obtain the schematic layout is MICROSIM.

8.4 PENALIZATION

Here the schematic transformed in to the working positive/negative films. The circuit is repeated conveniently to accommodate economically as many circuits as possible in a panel, which can be operated in every sequel of subsequent steps in the PCB process. This is called penalization. For the PTH boards, the next operation is drilling.

IX. RESULT & CONCLUSION

This project may helpful to the people who are earning a very less salaries and the people who are richest, earning high salaries by keeping a powerful security on their own vehicles, they can move anywhere they want by parking the vehicle at unknown place. This may useful to each and every person in day to day life and they will never afraid of the vehicle theifets. By this project people come to existence that our country is developing and they move forward the leg...
with full of dareness in their minds. In future we want to develop the same project but by adding a default user identifier and in future we can make this project very bright, by using a snapshot video camera whenever a thief ready for stealing the vehicle, as it records the total scenario happening and also it sends the message to the owner of the vehicle by using the GSM and GPRS technologies.
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Arduino controls the complete processes like taking a password from the keypad module, comparing passwords, driving buzzer, rotating servo motor, and sending status to the LCD display. The keypad is used for taking the password. The buzzer is used for indications. Servo motor is used for opening the gate while rotating and LCD is used for displaying status or messages on it. You can check one of our previous security system project: RFID RC522 Based Security System using Arduino. Components Required: S.N. Locksmiths have great knowledge or locking systems and will be able to help you unlock your bike lock without itâ€™s keys. You may also decide to use a locksmith because you donâ€™t want to damage your bike lock or be accused of stealing! Both are perfectly good reasons. This method is probably the most expensive out of the methods Iâ€™ve suggested, but also the most likely to work! A locksmith may end up having to cut your bike lock off, but at least youâ€™ll have your bike back. Itâ€™s now time to get a good quality replacement lock! A locksmith will have the tools needed to remove almost any lock, wh Security Door Locks | Promo Bicycle lock 5 Digit Password Security Anti-Theft Combination Password Chain Lock for Bike Motorcycle Sliding Glass Door 2Colors. promo bicycle lock 5 digit password security anti theft combination password chain lock for bike #security #door #locks. MSM. 131 followers.â€œ JERUAN Bandr New High security Security RFID Proximity Entry Door Lock Access Control System 500 User +10 Keys FREE SHIPPING. Knitting Wool. Baby Knitting. K.Dinesh Kumar and B. Sasidharan " Password Based Lock for Bike Security with Ignition Key Control System." IJSART, volume 2, Issue 5, May 2016. Anti Theft Control System Design Embedded System. Jul 2015. 1190-1193. Kompalli Supriya. M Venkateshwarlu. Kompalli Supriya and M.Venkateshwarlu " Anti Theft Control System Design Embedded System" International Journal of Advanced Technology and Innovative Research, vol.07, Issue.07, pp 1190-1193, July-2015. Smart Bike Security System. Apr 2015. Nitin Kumar. Jatin Aggarwal. Nitin Kumar and Jatin Aggarwal " Smart Bike Security S...